
This software product (“CMAQ-MADRID or CMAQ-APT”) has been developed at the 
direction of the Electric Power Research Institute, Inc. (“EPRI”) through 
funding made available from its members.  (“CMAQ-MADRID or CMAQ-APT”) is made 
available for distribution by the Community Modeling and Analysis System 
("CMAS") Center.  EPRI has released whatever rights it may hold to (“CMAQ-MADRID 
or CMAQ-APT”) into the “public domain.”   
 
NO WARRANTIES OR REPRESENTATIONS: (“CMAQ-MADRID or CMAQ-APT”) WAS AND IS 
PROVIDED “AS IS.” ALL WARRANTIES AND REPRESENTATIONS WITH RESPECT TO (“CMAQ-
MADRID or CMAQ-APT”), WHETHER EXPRESS OR IMPLIED, INCLUDING WITHOUT LIMITATION, 
WARRANTIES OF MERCHANTABILITY, FITNESS FOR ANY PARTICULAR PURPOSE AND 
NONINFRINGEMENT, ARE EXPRESSLY DISCLAIMED.  ALL RISKS AND LIABILITIES ARISING 
OUT OF THE USE OR PERFORMANCE OF (“CMAQ-MADRID or CMAQ-APT”) ARE THOSE OF, AND 
REMAIN WITH, THE USER THEREOF.   
 
NO LIABILITIES FOR DAMAGES:  NEITHER EPRI, ANY OF ITS MEMBERS OR THEIR 
RESPECTIVE EMPLOYEES, CONTRACTORS OR SUBCONTRACTORS, NOR ANY PERSON OR 
ORGANIZATION ACTING ON BEHALF OF ANY OF THEM, UNDER ANY CIRCUMSTANCE, SHALL 
ASSUME OR BE LIABLE FOR DAMAGES OF ANY KIND WHATSOEVER (INCLUDING, WITHOUT 
LIMITATION, LOST REVENUE OR PROFITS, LOST DATA OR BUSINESS INFORMATION, WORK 
STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, OR ANY OTHER PECUNIARY LOSS) ARISING 
OUT OF THE USE, INABILITY TO USE OR THE PERFORMANCE OF (“CMAQ-MADRID or "CMAQ-
APT”), EVEN IF EPRI, ANY OF ITS MEMBERS OR THEIR RESPECTIVE EMPLOYEES, 
CONTRACTORS OR SUBCONTRACTORS, OR ANY PERSON OR ORGANIZATION ACTING ON BEHALF OF 
ANY OF THEM, HAS BEEN ADVISED OR ACQUIRED ACTUAL KNOWLEDGE OF THE POSSIBILITY OF 
SUCH DAMAGES.   
 
EPRI develops software using a number of third party software products and tools 
that run on various operating systems and server platforms.  Reports from the 
software industry suggest there are known security issues with some products and 
systems. EPRI recommends that, if you are using EPRI software, you review its 
use with your Information Technology (IT) department and their overall strategy 
to ensure that all recommended security updates and patches are installed as 
needed in your corporation.   
 
 


